
 

 

 

 

Gateway TelNet Helps Healthcare Organizations Protect  

Patient Data With the Latest in Cybersecure Technology 

 
 

Startling Statistics Reveal Challenges 

of Healthcare Industry’s 

Ability to Safeguard Patient Records 

 

VAN NUYS, CA – April 22, 2021 

– Gateway TelNet, a leading 

managed technology services 

provider, announced that the 

company is helping healthcare 

organizations protect patient data 

with the latest in cybersecure 

technology. Recent studies show 

startling statistics in the healthcare 

industry’s ability to safeguard 

patient records. According to a 

2020 study by Black Book Market 

Research, experts found that 82% 

of hospital CIOs in inpatient 

facilities under 150 staffed beds 

and 90% of practice administrators 

collectively, state they are not even 

close to spending an adequate 

amount on protecting patient 

records from a data breach. 

Additionally, 90% of health 

systems and hospital employees 

who shifted to a work-at-home 

assignment due to the pandemic, 

did not receive any updated 

guidelines or training on the 

increasing risk of accessing 

sensitive patient data 

compromising systems. 

Healthcare organizations are 

primary targets for identity theft 

because of the value of the data 

they store. This is no secret to 

healthcare providers and policies 

like HIPAA have been legislative 

attempts to encourage providers to 

better safeguard this information; 

however, healthcare organizations 

can only protect patient data to the 

level at which they understand the 

latest cybersecurity methods and to 

the level at which their technology 

functions. In other words, since 

healthcare providers are rightfully 

focused on increasing patient health 

and well-being, the strength of their 

IT network often takes a backseat 

in terms of priority. This dynamic 

leads to ignored IT networks, 

outdated technology, and a perfect 

target for cybercriminals. Due to an 

increase in the frequency of 

cyberattacks on healthcare 

providers.  Providers are under 

more pressure than ever before to 

adequately safeguard sensitive 

information. However, the 

challenge is that they lack the extra 

time required to become IT experts 

themselves and they also lack the 

extra financial resources required to 

hire internal IT staff that can keep 

pace with the new innovations in 

cybercrime.  

“The reason that healthcare 

providers choose us is because they 

want to keep their focus on serving 

patients and they want to know that 

their information and technology is 

completely protected,” stated Jerry 

Hilecher, President of Gateway 

TelNet. “Physicians should not be 

focused on their IT infrastructure, 

nor should they have to operate 

with lingering fears of compliance 

or audits. It’s a waste of their 

talents, time and contribution to 

society. We’ve spent decades 

focusing on finding the right 

technology tools, cybersecurity 

enhancements and best practices to 

keep patients, providers and staff 

safe from cyberattack,” concluded 

Mr. Hilecher. 

 

ABOUT GATEWAY TELNET 

 

Gateway Telnet Inc. is Southern 

California’s leader in introducing 

communications technology to the 

business environment.  Even in a 

difficult economy, Gateway Telnet 

has found Return on Investment 

opportunities to allow businesses to 

increase technology and increase 

their competitive advantage in the 

marketplace all at a cash neutral 

position.   

Partnering with TAG National and 

its 110 affiliates, Gateway Telnet 

has the unique capability of 

installing and servicing a variety of 

cutting edge communications 

technologies anywhere in the 

United States while maintaining the 

finest service program in the 

marketplace. 

For more information on 

Gateway Telnet, please call 

(818)775-1234 or visit us at 

www.gatewaytelnet.com. 


